In sql-injection attack, hacker enter sme pice of code which reverse authenticate SQL code.

Injection code - test' or 1=1#

For preventing this attack –

Fix code

|  |
| --- |
| $uname =   $\_POST['uname'];  $upass =    $\_POST['upass'];  *// filtering user inputs*  $uname = mysqli\_real\_escape\_string($conn,$uname);  $upass = mysqli\_real\_escape\_string($conn,$upass);  echo "username is ".$uname;  echo "<br>";  echo "userpassword is ".$upass;  echo "<br>"; |